
SMB 
Cybersecurity 
Disconnect

Small and medium-sized businesses are 
investing more time, attention, and budget 
on cybersecurity, but human factors get in

the way – creating significant security

and business risks.

 of SMB leaders report recent 
cybersecurity breaches due to 

compromised passwords

47%

Read more about the risks,

challenges and human


factors behind the

SMB Cybersecurity Disconnect

Download the Report

2 Security policies are 
still being broken

1 in 5
business leaders admits 
to breaking security

policies, as do 1 in 10 IT 
security leaders

36%
of younger workers are more 
likely to break policies – and 
Gen Z professionals are twice 
as likely to physically write 
down passwords

3 Password management 
is critically important

73%
of IT security leaders say 
password management is 
critically important to 
cybersecurity strategy

81%
report using a password 
manager at work – either 
company provided or 
personal choice 

1 Executives and IT leaders 
are overly optimistic

92%
of executives and 93% of IT leaders 
believe employees understand 
security expectations for their jobs

78%
of Non-IT leaders are decidedly less 
confident that employees understand 
security needs and expectations

3 in 10
leaders believe their company faces 
a very high risk (8+ of 10) of having a 
cybersecurity issue
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